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Abstract
The transient-induced latchup (TLU) in CMOS ICs under electrical fast transient (EFT) test has been investigated by experimental verification. With positive and negative voltage pulses under EFT test, the TLU can be triggered on in CMOS ICs with the parasitic pnpn structure. The physical mechanism of TLU in CMOS ICs has been developed with experimental verification in time domain. All the experimental evaluations have been verified with the silicon-controlled rectifier (SCR) test structure fabricated in a 0.18-µm CMOS technology.

1. Introduction
Recently, the electromagnetic compatibility (EMC) of integrated circuits (ICs) has attracted more attentions than before in microelectronic products. This tendency is caused by several reasons. First, there are much more complicated implementations of ICs, such as mixed-signal, multiple power supplies, system-on-chip (SoC), etc. The environment where these CMOS devices are located will suffer from considerable noises coming from both interior and exterior of CMOS ICs. Second, more and more ICs are susceptible to the strict requirement of reliability regulation, such as electrical fast transient (EFT) test for EMC [1]. During the EFT test, the EFT-generated transient voltage is quite large (with an amplitude of several hundreds volts) and fast (with a pulse duration of several tens nanoseconds), which can couple into power pins or I/O pins of the ICs. Third, aggressive scaling of both device feature size, as well as the clearance between PMOS and NMOS devices, leads the inevitable parasitic silicon controlled rectifier (SCR) in CMOS ICs to exhibit weak latchup immunity [2]-[5]. It has been reported that the transient noise on power and ground lines (pins) of CMOS ICs can easily trigger the transient-induced latchup (TLU) [6]-[8], even though such TLU-sensitive CMOS ICs have already met the requirements of the quasi-static latchup test standard [9]. Therefore, engineers have to deal with the lower immunity to TLU failures due to electromagnetic interferences in microelectronic products. Since the susceptibility of a final microelectronic product may only depend on just one single chip (such as SoC), the characterization of EMC susceptibility at the IC level is getting more important.

2. Test Structure
An SCR device is used as the test structure for TLU measurement under EFT test because the occurrence of latchup results from the parasitic SCR in CMOS ICs. The device cross-sectional view and layout top view of SCR in CMOS ICs are sketched in Figs. 1(a) and 1(b), respectively. The geometric parameters such as D, S, and W represent the distances between well edge and well contact, anode and cathode, and the adjacent well contacts, respectively. In CMOS ICs, the P+ anode (source of PMOS) and N+ well contact are connected to V_{DD}, whereas the N+ cathode (source of NMOS) and the P+ well contact are connected to ground. Once latchup occurs inside the SCR structure, huge current will be generated through a mechanism of positive-feedback regeneration [10]. The SCR structure used in this paper is fabricated in a 0.18-µm CMOS technology with layout parameters of D=9.7µm, S=3.64µm, and W=0.28µm.

![Fig. 1. (a) The device cross-sectional view, and (b) layout top view, of the SCR structure in CMOS ICs.](image)

The equivalent circuit schematic of the SCR structure is shown in Fig. 2(a). The SCR structure consists of a lateral NPN and a vertical PNP bipolar transistor to form 2-terminal/4-layer PNPN (P+/N-well/P-well/N+) structure. The switching voltage of the SCR device is dominated by the avalanche breakdown voltage of the N-well/P-well junction, which could be as high as 22V in a 0.25-µm CMOS process, or ~19V in a 0.18-µm CMOS process. When the positive voltage applied to the anode of SCR is greater than the breakdown voltage with its cathode relatively grounded, the hole and electron current will be generated through the avalanche breakdown mechanism. The hole current will flow through the P-well to P+ diffusion connected to ground, whereas the electron current will flow the N-well to N+ diffusion connected to the anode of SCR. As long as the voltage drop across the P-well resistor (R_{well}) (N-well resistor (R_{well})) is greater than 0.7V, the NPN (PNP) transistor will be turned on to inject the electron (hole) current to further bias the NPN (PNP) transistor, which initiates the SCR latching action. Finally, the SCR will be fully triggered into its latching state with the...
positive-feedback regenerative mechanism [10].

The DC I-V characteristic of the SCR device is shown in Fig. 2(b). Once the SCR is triggered on, the required holding current to keep the NPN and PNP transistor on can be generated through the positive-feedback mechanism of latchup without involving the avalanche breakdown mechanism again. So, the SCR has a lower holding voltage \( V_{\text{hold}} \) of typically \( \sim 1.5 \) V in bulk CMOS processes. If the negative voltage is applied on the anode terminal of the SCR, the parasitic diode (N-well/P-well junction) inherent in the SCR structure will be forward biased to clamp the negative voltage at a lower voltage level of \( \sim 1 \) V (cut-in voltage of a diode). Whatever the ESD energy is positive or negative, the SCR device can clamp ESD overvoltages to a lower voltage level. Thus, the SCR device can sustain the highest ESD robustness within a smaller layout area in CMOS ICs.

3. Measurement Setup

The measurement setup for EFT test [1] is shown in Fig. 3. A supply voltage of 1.8V is used as \( V_{\text{DD}} \) and the EFT generator is directly connected to the device under test (DUT) in this work. The voltage and current waveforms on the DUT (at \( V_{\text{DD}} \) node) during/after EFT test are monitored by the digital oscilloscope. The repetitive EFT test is a test with bursts consisting of a number of fast pulses. The standard of IEC 61000-4-4 defines immunity requirements and test methods for electronic equipment to repetitive fast transients such as those originating from interruption of inductive loads or relay contact bounce. The standard also defines the test voltage waveforms of these fast transients with the repetition frequency of 5kHz and 100kHz. The use of 5kHz repetition rate is traditional EFT test and 100kHz is closer to reality. For both repetition rates, the burst repeats every 300ms and the application time is not less than 1 minute. The minimum start value of the pulse peak is \( \pm 200 \) V. For EFT pulse with the repetition frequency of 5kHz, the general voltage waveforms are shown in Figs 4(a) and 4(b). In Fig. 4(a), the burst duration is 15ms. In Fig. 4(b), the waveform of a single pulse has a rise time of about 5ns and the pulse duration (full width at half maximum) of 50ns.

Fig. 3. Measurement setup for electrical fast transient (EFT) test with the power supply of 1.8V to DUT.

4. Experimental Results

With the measurement setup shown in Fig. 3, the minimum EFT level to induce TLU in the SCR can be determined. With both positive and negative EFT voltage pulse, the measured \( V_{\text{DD}} \) (I_{\text{DD}}) transient response will be
recorded through the voltage (current) probe to display on the oscilloscope. This will clearly indicate whether the TLU occurs (I_{DD} significantly increases) after the EFT test with positive or negative EFT voltage pulse. Here the TLU level is defined as the minimum positive (negative) voltage provided by the EFT generator to trigger on TLU in the SCR. The specified SCR structure with layout parameters of D=9.7\mu m, S=3.64\mu m, and W=0.28\mu m fabricated in a 0.18-\mu m CMOS technology is used for all the TLU measurements in this work.

With a negative EFT voltage level of -200V, the measured V_{DD} and I_{DD} transient waveforms on the SCR structure are shown in Fig. 5. Obviously, I_{DD} current appears due to the forward-biased N-well/P-well junction when V_{DD} decreases below 0V during EFT test. When V_{DD} increases from -V_{peak} to its normal operating voltage (+1.8V), the N-well/P-well junction will rapidly change from the forward-biased state to its original reverse-biased state. Meanwhile, inside the N-well (P-well) region, larger number of stored minority holes (electrons) offered by the forward peak current, will be instantaneously “swept-back” to the P-well (N-well) region where they originally come from. Thus, such “swept-back” current, I_{sb}, will produce a localized voltage drop while flowing through the parasitic P-well or N-well resistance. Once this localized voltage drop approaches to some critical value, the emitter-base junction of either vertical PNP or lateral NPN BJT in SCR structure will be forward biased to further trigger on latchup. Afterwards, I_{DD} will greatly increase while V_{DD} returns to above 0V, which indicates the occurrence of latchu. Finally, V_{DD} (I_{DD}) waveform is locked at a low voltage (high current) latchup state after this transition.

With a positive EFT voltage level of +200V, the measured V_{DD} and I_{DD} transient waveforms on the SCR structure are shown in Fig. 6. V_{DD} begins to increase rapidly from the normal operating voltage (+1.8V) to a positive peak voltage of above +100V. Meanwhile, the N-well/P-well junction is reverse biased, and thus large transient displacement current (I_{sb}) can be generated. If V_{DD} decreases from negative voltage back to the normal operating voltage, TLU can be triggered on due to such large enough swept-back current (I_{sb}) [12]. As a result, TLU occurs because the huge I_{DD} can be found after EFT test.

The SCR structure in bulk CMOS processes is susceptible to TLU (absolute values of both positive and negative TLU levels are all 200V) unless the SCR is latchup-free (latchup holding voltage of SCR is larger than the normal operating voltage of +1.8V). Due to such weak immunity against TLU, latchup prevention skills should be necessary to improve TLU immunity for core circuitry.

5. Discussion

With the positive EFT pulse, the N-well/P-well junction is reverse biased, and thus transient displacement current caused by N-well / P-well junction can be found within the SCR. In Fig. 6, the V_{DD} waveform is oscillatory after the positive EFT voltage pulse. Meanwhile, V_{DD} decreases from its positive peak voltage to negative voltage value. Within this duration, the N-well/P-well junction changes from the reverse-biased state to the forward-biased state, while more and more minority electrons (holes) are injected into the P-well (N-well) region. Once these minority carriers are subsequently swept back to N-well (P-well) regions where they originally come from, it has been reported that TLU can be triggered on due to such large enough swept-back current (I_{sb}) [12]. As a result, TLU occurs because the huge I_{DD} can be found after EFT test.

Under the EFT test with the negative voltage pulse, it has been proved that the swept-back current, I_{sb}, caused by the minority carrier stored within the parasitic pnpn structure of CMOS ICs is the major cause of the TLU. For simplicity,
two reasonable assumptions are given. First, the N-well/P-well junction is treated as an ideal 1-D diode with step junction profile, as the inset figure shown in Fig. 7. Second, the storage time of minority carriers is assumed to be negligible because \( I_{SD} \) can rapidly follow the polarity variation of \( V_{pp} \). Therefore, from the assumptions, \( Q_{stored} \) inside the N-well region can be expressed as

\[
Q_{stored} = \int_{X_n}^{X_B} \left( P_n(x, t) \bigg|_{t=t_A} - P_n(x, t) \bigg|_{t=t_B} \right) dx,
\]

where \( t_A \) (\( t_B \)) is the initial (final) timing point of a specific duration when \( I_{lb} \) exists. \( Q_{stored} \) represents the total stored minority carriers (holes) causing \( I_{lb} \) (\( t_A \leq t \leq t_B \)) inside the N-well region. Compared with the quasi-static latchup test, the specific duration (\( t_A \leq t \leq t_B \)) in EFT test is much shorter than that in quasi-static latchup test because the EFT pulse duration is only several tens nanoseconds. The rise time (fall) time for quasi-static latchup test is much longer (\( \sim \mu s \)) than that for EFT test. Thus, once these \( Q_{stored} \) are swept back to the regions where they come from, the averaged \( I_{lb} \) can be expressed as

\[
I_{lb} = \frac{Q_{stored}}{t_B - t_A}.
\]

In both TLU and quasi-static latchup conditions, if the initial (\( t=t_A \)) and the final (\( t=t_B \)) voltages during \( t_A \leq t \leq t_B \) are equal (i.e. with the same amount \( Q_{stored} \)), the averaged \( I_{lb} \) in TLU case will be about \( 10^{-3} - 10^0 \) times larger than that in the quasi-static latchup case. The averaged \( I_{lb} \) is rather small and hard to trigger on latchup in quasi-static latchup test. Thus, the averaged \( I_{lb} \) is large enough to easily trigger on latchup in the SCR structure under EFT test.

Fig. 7. Total stored minority carriers, \( Q_{stored} \) causing \( I_{lb} \) (\( t_A \leq t \leq t_B \)) inside the N-well region. The inset figure is an ideal 1-D diode used for deriving the 1-D analytical model of the averaged \( I_{lb} \).

6. Conclusion

The positive and negative EFT voltage pulses have been clarified as the realistic TLU-triggering stimulus under the EFT test. From experimental measurements, the specific “swept-back” current caused by the minority carriers stored within the parasitic pnpn structure of CMOS ICs has been proved to be the cause of TLU. Thus, TLU reliability may still exist in qualified CMOS IC products through quasi-static latchup test. Because TLU reliability issue potentially exists within the whole circuitry of CMOS ICs, latchup prevention skills such as layout optimization, the special advanced process technologies, or circuit technique should be necessary to improve TLU immunity for core circuitry under EFT test. With understanding on the physical mechanism and experimental verification on TLU, safe design/layout rules or circuit techniques in CMOS ICs can be developed against TLU events under EFT test.
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